
DYLAN KREUTZFELDT is a Senior Information Security Consultant 
at SBS CyberSecurity (SBS), a company dedicated to helping 
organizations identify and understand cybersecurity risks to make 
more informed and proactive decisions. He is also an instructor for 
the SBS Institute, leading the Certifi ed Banking Security Technology 
Professional (CBSTP) course and hosting educational webinars, 
security awareness training, and additional speaking engagements.

TERRY KUXHAUS is a Senior Information Security Consultant/Team 
Lead at SBS CyberSecurity (SBS), a company dedicated to helping 
organizations identify and understand cybersecurity risks to make 
more informed and proactive decisions. He is also an instructor for 
the SBS Institute, leading the Certifi ed Banking Vulnerability Assessor 
(CBVA) course.
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In today’s cybersecurity world, we can no longer hide behind the 
assumption that a business will never be compromised. It is not a 
question of IF a compromise will occur, but WHEN will it occur. 
When that incident occurs what should we, as technology 
professionals, do to minimize the att ackers’ intrusion and data theft? 
A cyber incident is no diff erent than a physical bank robbery in 
terms of the seriousness of the crime. In a crime scene investigation, 
evidence should be preserved, and a thorough investigation would 
commence. All too often, we respond to cyber incidents with 
intentions to eradicate the issue and get the system back into 
production as fast as possible to avoid downtime. Such responses 
often mean not gett ing to the true root cause of the incident, which 
increases the likelihood for recurrence and additional downtime. 

In reality, we need to ensure our Incident Reponse Plan helps us to 
answer some major questions. If you don’t know the answer to these 
questions, you won’t want to miss this seminar: 

1. If it’s not a matt er of if, but when - are we planning to fail well? 
2. If an unauthorized individual was in my network, would I be able 

to tell?
3. If someone was sending our data out the virtual backdoor, how 

would we know? 
4. If we were robbed digitally, do we know what a good digital 

investigation looks like? Do we have someone that can help?

WHO SHOULD ATT END: This seminar is perfect for Information 
Security Offi  cers and Information Technology Staff , but will also 
provide great value to Compliance Offi  cers, Auditors, Presidents, 
and Board of Directors.

ABOUT EVENT

TOPICS TO BE COVERED:
» The seemingly insurmountable threat of cybercrime
» Core steps necessary for various incident types
» Special emphasis on phishing, malware, CATO, and 

unauthorized access incidents 
» The basics of knowing what “normal” on your 

network looks like how to identify “abnormal”
» Identifying your Key Risk Indicators
» Forensic analysis procedures to bett er collect and evaluate 

evidence
» If security measures fail, you will learn the how-to’s of: 

 - Internal Communications
 - Incident Containment, Eradication and Recovery
 - External Communications
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INCIDENT RESPONSE
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Program Agenda
Program Starts - 9:00 a.m. 

Lunch - 11:00 a.m. - 1:00 p.m.
Program Continues - 1:00 p.m. - 3:00 p.m. 

Adjourn - 3:00 p.m.

  ASSET SIZE                         LIVE                           ONDEMAND             BOTH

  $25 mil & under               ____ $200                ____ $250                    ____ $300

  $26 mil - $100 mil           ____ $300                 ____ $350                    ____ $400

  $101 mil - $250 mil          ____ $400                ____ $450                    ____ $500

  $251 mil - $400 mil         ____ $600                ____ $650                    ____ $700

  $401 mil - $750 mil         ____ $800                 ____ $850                    ____ $900

  $751 mil - $1 bil                  ____ $1,000             ____ $1,050                 ____ $1,100

  Over $1 billion                   ____ $1,200              ____ $1,250                 ____ $1,300

  Assoc. Members               ____ $800                  ____ $850                    ____ $900

  Non-members                   ____ $2,400              ____ $2,500               ____ $2,600

We understand circumstances arise requiring cancellation. Cancel up to fi ve business days before the program 

and your registration will be refunded. There is no limit to the number of employees that can att end the virtual 

session from your institution. If you have more than one att ending, please email Alana Seelbach at aseelbach@

ksbankers.com. A 30-day replay will be available for “live” or “both” registration option participants. 

 

Name:_____________________________________________________________________________________________________________________

Bank Location:_____________________________________________________ E-mail:_______________________________________________

Name:_____________________________________________________________________________________________________________________

Bank Location:_____________________________________________________ E-mail:_______________________________________________

Bank:________________________________________________________________________________________________________________________

Total Enclosed: $ _________________________________________________ Total Att ending: _______________________________________

Address:____________________________________________________________________________________________________________________

City: ____________________________________________________ State: ________________________________ Zip: ________________________

Three ways to register:

1. Complete and mail registration form with payment.
2. Fax registration form, followed by mailing of payment. Please use this form as your invoice.
3. Register Online using a credit card at www.ksbankers.com
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